The EU NIS Directive establishes mandatory security and notification requirements for organisations in the field of energy, oil and gas, healthcare, water management and transportation.

Those appointed Operators of Essential Service (OES) must implement appropriate technical and organisational security measures to protect the systems and infrastructure that deliver the critical service. Organisations are also obligated to notify the national regulator in case of incidents that impact the availability of the service.

Applied Risk can help OES to identify security requirements to comply with the NIS Directive. By following a proven methodology, we can help your organisation understand how to meet compliance requirements of the NIS Directive. The objective is to identify any gaps to the requirements, create pragmatic improvements and have your teams better prepared for external audits.

**Key Benefits**

- Creates insights on how your current control framework meets NIS Directive requirements
- Ensures NIS Directive requirements are embedded in existing processes
- Highlights potential gaps that could cause incompliance
- Provides assurance that the organisation is well prepared to demonstrate compliance in external audits or inspections

**Deliverables**

Applied Risk will create a toolkit tailored to your organisation to demonstrate compliance including:

- Description of the systems, processes and third parties in scope of the Directive
- Mapping of the security measures required against your internal existing control framework
- Gap analysis report between the current AS-IS and NIS requirements
- Training and simulation of the incident notification process
- Checklist of how to prepare for an audit or inspection and overview of relevant documentation to keep at hand
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