Online OT Security Awareness
Interactive, engaging and customisable e-learning tailored to your organisation to help staff recognise and reduce cyber risks against your Operational Technology.

Key Takeaways
- Incredibly scalable learning to have impacts across the entire organisation
- Flexible and modular programs to reach various roles and knowledge levels
- Make it unique with highly customised content and branding options

OT Security Essentials Training
A comprehensive 2-day training designed to help you understand and improve the security of your OT environment.

Key Takeaways
- Learn to better recognise cyber security threats to your OT domain
- Break down and understand real-world incidents and case studies
- Know how to address OT security risks

Advanced Hacking Training
An intensive 3-day training specifically designed to up-skill technical employees responsible for securing mission-critical OT systems.

Key Takeaways
- Gain real-life attack experience
- Train offensive security skills with hands-on lab exercises
- Deep dive into industrial cyber attack methodologies

OT Cyber Threat CADET™
A self-contained training kit to be used in a classroom or private learning setting. An all-in-one physical learning solution which allows OT security staff to train and develop cyber security skills in a no-risk, small-scale production environment.

Key Takeaways
- Understand the approach from the attackers perspective
- Play real-life attacking scenarios with included step by step lab tutorials
- Specially designed flight case for convenient storage and transportation

OT Security Awareness Campaigns
A whole program designed to drive short, medium and long term knowledge gains, awareness and behavioural change for staff who interact with OT.

Key Takeaways
- A blended learning approach which can include eLearning, gamification and video
- Enable benchmarking and create measurable impacts towards strong OT security
- Tailored to your organisation’s challenges, target groups and goals
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<table>
<thead>
<tr>
<th>WHAT</th>
<th>WHY</th>
<th>AUDIENCE</th>
<th>PRICE</th>
<th>DURATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>Customisable and role-based e-learning training</td>
<td>Tailor e-learning OT security awareness training to your organisation needs, challenges and goals.</td>
<td>Designed to educate staff of all knowledge levels, including specific modules for operators, engineers and managers.</td>
<td>On request</td>
<td>Ongoing</td>
</tr>
<tr>
<td>In-person or online training</td>
<td>Gain a strong foundation for understanding ICS/SCADA OT security and improve the security of your OT environments.</td>
<td>Plant owners, system integrators, EPC contractors, SCADA architects, SOC-managers and those responsible for OT security.</td>
<td>€ 1,295</td>
<td>2 days</td>
</tr>
<tr>
<td>Hands-on in-person training</td>
<td>Gain real-life attack experience and confidently assess cyber risks.</td>
<td>Process automation staff, control system and network engineers, auditing teams and IT/OT security officers.</td>
<td>€ 2,995</td>
<td>2 days</td>
</tr>
<tr>
<td>Comprehensive long term program</td>
<td>Achieve awareness throughout your organisation with measurable results.</td>
<td>Organisations utilising OT who are looking to bring security awareness to all levels of staff - from operations and engineering, all the way to upper management.</td>
<td>On request</td>
<td>6 months 1 Year 2 Years</td>
</tr>
<tr>
<td>Small scale OT environment for advanced security training</td>
<td>Learn how attackers operate so that you can better protect your OT environment.</td>
<td>Plant owners, system integrators, EPC contractors, SCADA architects, SOC-managers and those responsible for OT cyber security.</td>
<td>On request</td>
<td>N/A</td>
</tr>
</tbody>
</table>